When a breach event occurs, time is of the essence. Having a breach response plan in place with access to the third-party resources you need, can help you efficiently and cost-effectively respond to, and recover from the breach.

As a Hanover cyber privacy and security policyholder, you will receive complimentary access to the eRiskHub portal, powered by NetDiligence®. The eRiskHub provides tools and resources to help you understand your exposures, establish a response plan and minimize the effects of a breach.

Key features of the eRiskHub portal

- **Incident roadmap**—includes suggested steps to take following a network or data breach incident, free consultation with a Breach Coach® and access to a breach response team
- **News center**—cyber risk stories, security and compliance blogs, security news, risk management events and helpful industry links
- **Learning center**—best-practices articles, white-papers and webinars from leading technical and legal practitioners
- **Risk manager tools**—assists you in managing your cyber risk including a self-assessment and state breach notification laws
- **eRisk resources**—a directory to quickly find external resources with expertise in pre- and post-breach disciplines

The eRiskHub portal is an effective way to combat cyber losses with minimal, controlled and predictable costs.

Contact your Hanover representative to learn more about The Hanover and the eRiskHub.